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to data, records, electronic services, network services, software, computers, laptops, 
tablets, smartphones, mobile computing devices, and Information Systems. 
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Electronic Information Resources as a result of incidental personal use 
(“personal data”) : 

 
(a) While the University takes reasonable measures to back up information and 

protect it from loss, the University cannot guarantee that personal data will 
be retained in university information systems 
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14.00  Any exception to the provisions set out in section 13.00 must have the prior written 

approval of the appropriate Vice-President (or designate), unless otherwise provided 
for in other University policies.  

 
Compliance  

15.00  Use of Electronic Information Resources acknowledges acceptance of and compliance 
with this policy.  

 
16.00 University Systems will investigate suspected violations of this policy; recommend or 

implement corrective action; suspend, disable, terminate, or remove access to or from 
Electronic Information Resources; or take other action in accordance with collective 
agreements, the Framework Agreement and university policies and procedures. 

 
16.01 



 

   
 Page  6 

 
RELATED POLICIES AND DOCUMENTS  
Information Security Policy and related procedures IM7800 
Protection of Privacy Policy and related procedures GV0235 
Records Management Policy and related procedures IM7700 
Discrimination and Harassment Policy GV0205 
Resolution of Non-Academic Misconduct Allegations AC1300 
L

http://www.uvic.ca/universitysecretary/assets/docs/policies/IM7800.pdf
http://www.uvic.ca/universitysecretary/assets/docs/policies/GV0235.pdf
http://www.uvic.ca/universitysecretary/assets/docs/policies/IM7700.pdf
http://www.uvic.ca/universitysecretary/assets/docs/policies/GV0205_1150_.pdf
http://www.uvic.ca/universitysecretary/assets/docs/policies/AC1300.pdf
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PROCEDURES REGARDING THE USE OF BROADCAST EMAIL AND OTHER MASS 
COMMUNCIATIONS  

 
Procedural Authority: Vice-President, Finance and 
Operations 
Procedural Officer:  Chief Information Officer  

Effective Date:  March 2018 
Supersedes: March 2016  
Last Editorial Change:  

Parent Policy:  
Acceptable Use of Electronic Information Resources (IM7200) 
 

 
 
PURPOSE 

1.00 The purpose of this document is to set out procedures to be followed when sending 
broadcast email or other mass communications to the University Community. 

 
DEFINITIONS  

2.00 The definitions contained within the university’s Acceptable Use of Electronic Information 
Resources apply to these procedures. 
 
PROCEDURES 

3.00 Broadcast email or other mass communications to all faculty, staff and/or students, or 
major segments thereof, or to other major segments of the University Community are 
permitted if the message is institutional in nature or relates to the critical operati on of 
the university, and if permission has been granted by the Executive Director, 
Communications + Marketing (or Designate).   
 
Exceptions to this include: 
 
3.01 Messages for all students or specific student segments pertaining to critical 

academic business, or university-wide deadlines or schedules may only be sent 
by or with permission from the Registrar (or designate).  

 
3.02 Messages regarding the governance of the university, including elections or 

ratifications required by the University Act or anot her university policy may only 
be sent by or with permission from the University Secretary (or designate).  

 
3.03 Messages regarding issues of specific interest to faculty and librarians or a 

segment thereof may be sent by the Vice-President Academic and Provost.  
 

 
4.00 Whenever possible, offices granted the above exception will endeavour to provide the 

Executive Director, University Communications + Marketing with advance notice of 
broadcast emails sent from their offices.  
 








